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Welcome to Wide Area Workflow e-Business Suite.  
This demonstration contains audio narrative.  Please adjust your volume accordingly.


		


This presentation will demonstrate the Contracting Officer Representative Tracking (CORT) Tool Registration process for a Government User.  
The Government user clicks the Register link.





		


The user then clicks the Agree button to acknowledge they have read the Privacy Act Statement.


		


Select Government or Government Support Contractor from the What type of user are you? dropdown.





		


The Government user checks the CORT (Contracting Officer Representative Tracking Tool) checkbox and clicks the Next button.

		


The User Profile page is displayed. 
Enter the required fields and click the Next button to continue.





		


The Additional Profile Information page is displayed. 
The Required fields are entered.  Click the Next button when finished.

		


Click the Cort Role link.





		


 The User selects a Role from the dropdown menu.
 The Roles available to the Cort User are listed.


		


The Government User selects a Role and Location Code Type from the dropdown menus and enters in remaining required information.  Click the Save button when finished.





		


A Justification and Attachments can be added at this time as well.


		


The Roles page is displayed where a User may view Justifications/Attachments for the Role and also Delete a Role.

The Government User selects Next to continue registering.





		


Click the Government User Roles and/or the Admin User Roles links to add additional Roles or click the Next button to continue.


		


An error message is displayed at the top of the screen when a user tries to register for the same role regardless of location code. Users are prevented from adding multiple non-admin CORT Roles of the same type. 






		


The Authentication page is displayed where the user selects their logon method.

If you are selecting logon with a Software Certificate or CAC, you MUST obtain a PKI certificate before self-registering.



		


The User ID and Password page is now displayed. This is where the user will type in a User ID of their choice. 

Your User ID must contain a minimum of 8 characters, may only contain certain special characters and may not already be registered in the WAWF e-Business Suite.





		


Next, the user types in their Password and clicks the Next button.

Note:  The password selected must follow certain Password Rules as listed on the screen.


		


The Security Questions page is displayed.

The user selects 3 unique questions and answers that will be used when you reset your password or if you forgot your password.  The answers will be required by your Group Adminstrator or the Ogden Help Desk. 

Your security questions and answers are case sensitive and should be kept secure. 





		


The user selects 3 unique questions and answers and clicks the Next button.

		


The Statement of Accountability page is displayed.





		


Scroll to the bottom of the page to sign the The Statement of Accountability.

		


The Password Confirmation window is displayed.





		


The User enters their password and clicks the Submit button.

		


A Successful Registration message is displayed letting the User know they have successfully registered.

You will receive an email confirming your registration.






		


If a User has been rejected for a role by a Supervisor or Admin they will receive an email letting them know they have been rejected. A User can then change their location code and resbumit for approval. The User will login using their User ID and password or by way of certificate login.

		


Once logged in, the user clicks on the "View Request Status" button that is displayed on the User information page. 





		


The View Request Status page will display. The user can see what roles they have registered for and what the Status is for each role. 

 To change the location code for the rejected role, the User must click on the Edit button. 

		


The Update Role Information pop-up will display. The User can enter a New Home Organization for the rejected role. Comments are required for the Justification. Click the Save button when complete.





		


The View Request Status page now displays the updated Location Code. The user selects Resubmit from the Action dropdown and then clicks the Submit Request button. A request will be sent to the Supervisor and the User will be notified via email when they are activated for the role or if they are rejected. 

		


A Success message is displayed letting the User know their request was sent.





		


[bookmark: _GoBack]This concludes our demonstration.
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clicks the Submit Request button. A request will be sent to the
Supervisor and the User will be notified via email when they are
activated for the role or if they are rejected.




image30.gif
User Information

Supervisor Information

2] A

Change Securiy Questions View Request Stalus.

Ada Rokes

A Success message is displayed letting the User know their request was sent.

11:Symbol indicates stuational enlry, at least one is required.

* Asterisk i

icates required entry

Security and Privacy Accessibility Goverment Customer Support Vendor Customer Support FAQ




image31.gif




image1.gif




image2.gif
“» WideAreaWorkF|
I By S T Goverament e ks e Regser k.|

Forgot your User D7 | Forgot your Password? | Who's my
cAm?

(2013-01-17 00:00:00) System:

Subject: Build Info Action Required! Message For: Al Users

fersion

[6:8.0 Bui03Fb02_1

[Buld Date

02172015

fStatus

[Production

[Current Usage:

/580 Testing





image3.gif
Privacy Act Statement

AUTHORITY:
PRINCIPAL PURPOSE:

ROUTINE USES:
DISCLOSURE:

I have read and understand the terms and conditions for use of this website.

1 Symbol indcates siuational entry, at east one s equired.

* Asterisk ndicates required entry.

y
The user then clicks the Agree button to acknowledge they have read the Privacy Act Statement.




image4.gif
A\

Note: A security cleara#ZZ# NOT required to access any of the applications in the Wide Area Workflow eBusiness Sut.
B ———————————
‘What type of user are you? *

‘Govemment

‘What applications will you be using? *

IRAPT - Ing
WAWP)

MRS -8

MIPR - Mitary Interdepartmental Purchase Request NCCS - NISP Contracts Classiication System

1 Symbol indicates stuational enty, at least one is requied

* Asterisk indiates required entry





