Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry.

Note: A security clearance is NOT required to access Wide Area Workflow, Electronic Document Access, Business Intelligence Tool, or Contract Officer Representative Tracking Tool.

What is your user type? *

® Government
O Government Support Contractor
O Vendor

This is an overview of the changes made to the WAWFE application
for ECPO709, WAWTFE f EDA f CORT Tool Single Administration.

What systems will you be using? * (You must check at least one) true

S NAWE (Wida Area Wasidlow) This presentation contains audio narrative. Please adjust your
[] EDA (Electronic Document Access) P - Just Yy

[J CORT Tool (Contracting Officer Representative Tracking Tool) volume accordingly.
[] Business Intelligence Tool

How will you be accessing these systems? *

® User ID \ Password
O Common Access Card
O Software Certificate

Next | Help
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Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry.

Note: A security clearance is NOT required to access Wide Area Workflow, Electronic Document Access, Business Intelligence Tool, or Contract Officer Representative Tracking Tool.

What is your user type? *

® Government
O Government Support Contractor
O Vendor

What systems will you be using? * (You must check at least one) true

WAWF (Wide Area Workflow)

EDA (Electronic Document Access)

CORT Tool (Contracting Officer Representative Tracking Tool)
[] Business Intelligence Tool

How will you be accessing these systems? *

-
\© User ID \ Password On the Registration - User Authentication Type screen, select the

 Common Access Card User ID \ Password radio button and click on the 'Next' button.
O Software Certificate

~

| Next | Help
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Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry. A

INFO: The User ID, Location Code, or C/S/A (Commands/Services/Agencies) in your registration request must be on the CAC exemption table prior registering with User ID/Password. If your User ID,
Location Code, or C/S/A needs to be added to this table, please contact your Administrator (GAM, Site Administrator, EDA POC) for assistance. If you are unable to contact your Administrator, please
contact your appropriate Service/ Agency Help Desk via the Government Customer Support link.

User Profile * (Edit)

First Middle Last Email bile Commercial DSN AKO

Name Name Name LALAEAL iz Address elephone Telephone Telephone LB ERLT Email

User Authentication * (Edit)
User ID

On the Registration - Data Capture screen, an information message

User Security Questions * (Edit) Is displayed when the user tries to register with Userld/Password.

Security Question

WAWF Government User Roles * (Add)
WAWF Administrative User Roles * (Add)
CORT Tool User Roles* (Add)

EDA User Type * (Add)

By clicking the "Register” button below, you agree to the Information System User Agreement.

Register [ Previous ] [ Help ]
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Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry.

INFO: The User ID, Location Code, or C/S/A (Commands/Services/Agencies) in your registration request must be on the CAC exemption table prior registering with User ID/Password. If your User ID,
Location Code, or C/S/A needs to be added to this table, please contact your Administrator (GAM, Site Administrator, EDA POC) for assistance. If you are unable to contact your Administrator, please

contact your appropriate Service/ Agency Help Desk via the Government Customer Support link.
KERROR: No PKI exemptions were found for the user roles submitted . You MUST register with Common Access Card or Digital Certificate. )

User Profile * (Edit)

First Middle Last Oraanization e Email Mobile Commercial DSN Rank/Grade AKO
Name Name Name 4 Address Telephone Telephone Telephone Email
Cora K Leung CACI EDA coleung@caci.com 904-596-CORA 128

User Authentication
User ID If no location codes added are present in the CAC exemption table
EDA WBT and the user type is Gowvernment or Government Support

user . . .
- - Contractor, then the following error message will be displayed when

User Security Questi the user clicks the 'Register' button.

security Question | 'cppop- No PKI exemptions were found for the user roles
What is your pet's nf submitted. You MUST register with Common Access Card or
What is your favorite| D1ital Certificate.”

What is your favoritelrere

By clicking the "Register” button below, you agree to the Information System User Agreement.

f

Register [ Previous ] [ Help ]
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Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry.

Note: A security clearance is NOT required to access Wide Area Workflow, Electronic Document Access, Business Intelligence Tool, or Contract Officer Representative Tracking Tool.

What is your user type? *

® Government

O Government Support Contractor
O Vendor

What systems will you be using? * (You must check at least one) true

WAWF (Wide Area Workflow)

EDA (Electronic Document Access)

CORT Tool (Contracting Officer Representative Tracking Tool)
[] Business Intelligence Tool

How will you be accessing these systems? *

 User ID \ Password Return to the Registration - User Authentication Type screen.
' ® Common Access Card | _
i Select the Common Access Card radio button and click the

'Next' button.

~

Next | Help
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Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry.

(o ] N\
User Profile * (Edit)
First Middle Last S - : Mobile Commercial DSN AKO
Name Name Name Dl [ Erll it Telephone Telephone Telephone R Email
John Perry Locke Army 18-2833 jpLocke@army.com 704-382-39178 704-383-6295 704-2383-2652 General
- J
User Authentication *
User ID
EDIPI9000040832

WAWF Government User Roles * (Add)

WAWF Administrative User Roles *  (Add) YWWAVVE attempts to pre-populate User Profile information from the Defense
Manpower Data Center (DMDC) using the Electronic Data Interchange
CORT Tool User Roles *  (Add) Personal |dentifier (EDIPI) number of the selected certificate. The information

remains editable.
EDA User Type * (Add)

NOTE: All fields that are populated from DMDC are editable except first name,
last name, and possibly organization.

By clicking the "Register” button below, you agree to the Information System User Agreement.

Register [ Previous ] [ Help ]
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Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry.

User Profile * (Edit)

First Middle Last S - : Mobile Commercial DSN AKO
Name Name Name Dl [ Erll it Telephone Telephone Telephone R Email
John Perry Locke Army 18-2833 jpLocke@army.com 704-382-39178 704-383-6295 704-2383-2652 General

User Authentication *

User ID
EDIPI9000040832
(WAWF Government User Roles * (Add) ] _ Government Support Contractor can add all WAWF
A8 Government User Roles except the following:
WAWF Administrative User Roles *  (Add) -Acceptor
-LPO
CORT Tool User Roles * (Add) _Cost Voucher Approver
EDA User Type * (Add) -Grant Approver

By clicking the "Register” button below, you agree to the Information System User Agreement.

Register [ Previous ] [ Help ]
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Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry.

User Profile * (Edit)

First Middle Last S - : Mobile Commercial DSN AKO
Name Name Name Dl [ Erll it Telephone Telephone Telephone R Email
John Perry Locke Army ggess jpLocke@army.com 704-382-39178 704-383-6295 704-2383-2652 General

User Authentication *
User ID

EDIPI3000040832

The following CORT Tool Roles can be registered in YWAVWE:
-Contracting Officers Representative

WAWF Administrative User Roles * (Add) -Contracting Officers Representative Supervisor

~ -Contracting Official (Officer or Specialist)

CORT Tool User Roles *  (Add) ]- _Subject Matter Expert (Site SME or Department SME)

- -Administrating Contract Officer (view only)

EDA User Type * (Add) -Quality Assurance Point of Contact {view only)

WAWF Government User Roles * (Add)

All CORT Tool Roles are Government Roles only with the exception of Subject
Matter Expert (Site SME or Department SME) which can be either Government
or Government Support Contractor.

By clicking the "Register” button below, you agree to the Information System User Agreement.

Register [ Previous ] [ Help ]
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Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry.

User Profile * (Edit)

First Middle Last S - : Mobile Commercial DSN AKO
Name Name Name Dl [ Erll it Telephone Telephone Telephone R Email
John Perry Locke Army 18-2833 jpLocke@army.com 704-382-39178 704-383-6295 704-2383-2652 General

User Authentication *
User ID

EDIPI3000040832

WAWF Government User Roles * (Add)

WAWF Administrative User Roles * (Add)

CORT Tool User Roles * (Add)

EDA User Type *  (Add) ) - Only one EDA User Type can be added per User ID.

Special Roles can be added via the EDA Administration
Console by the Administrator.

By clicking the "Register” button below, you agree to the Information System User Agreement.

Register [ Previous ] [ Help ]
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Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry.

User Profile * (Edit)

First Middle Last S - : Mobile Commercial DSN AKO
Name Name Name Dl [ Erll it Telephone Telephone Telephone R Email
John Perry Locke Army 18-2833 jpLocke@army.com 704-382-39178 704-383-6295 704-2383-2652 General

User Authentication *
User ID

EDIPI3000040832

WAWF Government User Roles * (Add)

WAWF Administrative User Roles *
Any System \ User agreements for WAWWE also apply to EDA.

CORT Tool User Roles * (Add)

EDA User Type * (Add)

/’
By clicking the "Register” button below, you agree to the I\nformation System User Agreement.

Register [ Previous ] [ Help ]
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Wide Area Workflow

Home

Login

Certificate Login \

| Certificate Login ]

= =\
Coserlogn
User ID * If an existing Government user logs in with a User ID f Password,
cora_HAA150 then WAWF will check the CAC exemption table to determine if that
Forgot your User ID? user has an active DoDAAC, User D, or C/S/A
(Commands/ServicesiAgencies for EDA roles) in that table.
Password *
eecccccscscccce If the user does have active DoDAACSs or C/SFA In that table, then
Forgot your Password? the user can logon using User ID/Password.
=
X
* Asterisk indicates required entry.
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Wide Area Workflow

Change Authentication

As of WAWF release 5.4, all government users and government support contractors MUST use a Common Access Card or Software Certificate to logon to WAWF. WAWF uses a Java Applet for CAC Card and
Software Cerificate logon and signing. Click the Help Button below for setup instructions for using the WAWF Java Applet. Please click the "Certificate Association™ button below and select the certificate you
wish to associate with this account once your machine is set up properly.

~
How will you be accessing WAWF? *
® Common Access Card
O Software Certificate

\_ J

If the user does not have active DoDAACs or C/S/A in that table,
] then the user will be forced to choose the Common Access Card
(CAC) or Digital Certificate they wish to associate with their account.

[ Certificate Association

Current User Authentication

Authentication Type User ID
User ID / Password cora_HAA150
| Submit Cancel | Help |
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Wide Area Workflow

Change Authentication

As of WAWF release 5.4, all government users and government support contractors MUST use a Common Access Card or Software Certificate to logon to WAWF. WAWF uses a Java Applet for CAC Card and
Software Cerificate logon and signing. Click the Help Button below for setup instructions for using the WAWF Java Applet. Please click the "Certificate Association™ button below and select the certificate you
wish to associate with this account once your machine is set up properly.

How will you be accessing WAWF? *

® Common Access Card
O Software Certificate

Select the 'Common Access Card' radio button and click on the

[ e ] Certificate Association' button.
Current User Authentication

Authentication Type User ID

User ID / Password cora_HAA150

| Submit Cancel | Help |
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Wide Area Workflow

Change Authentication

As of WAWF release 5.4, all government users and government support contractors MUST use a Common Access Card or Software Certificate to logon to WAWF. WAWF uses a Java Applet for CAC Card and
Software Certificate logon and signing. Click the Help Button below for setup instructions for using the WAWF Java Applet. Please click the "Certificate Association™ button below and select the certificate you
wish to associate with this account once yourm

X

- - "t
How will you be accessing WAWF? Select the certificate you want to us

& Common Access Card Note: Only X509 Certificates from your Personal Cetificate Store that are used for Digital Signing and

O Software Certificate Non-Repudiation will he displayed.
Issued to Issued by Friendly name Expiration Date
,,'*_ Ctfester28-89000041BOEB-OM-CA=22 tCACHFester2 8-900004 1t Sun-htar-3t-+2-4704E
lEE I ST T T [CACI.Tester40.800004..|DOD JITC CA-21 CAC| Tester40.900004...|Sun Mar 30 12:59:08 E... ]
A Testerst 900004 DOD HTS A1 HoACHT esters 90000 SunnMar 301359518 -E 4
. : CAC| Testers2.900004 .. 1 DOD JITC CA-21 CAC| Testera2.900004.. . (Sun Mar 30138654 E...
Current User Authentication CAC|.Tester55.900004...[DOD JITC CA-21 CAC|.Tester55.900004...|Sun Mar 30 14:18:14 E...
Authentication Type O'Donnell.James.K.90... [DOD JITC CA-21 O'Donnell.James.K.80... [Sat Mar 23 14:34:55 ...
VENDOROMNE.CACILS0...|DOD OM CA-18 VENDOROMNE.CACILS0...|Sat Mar 26 1 _I.Z';'I.- 2E..
User ID / Password Washington.Rosalyn.l.... [ORC ECA 5V 4 Washington.Rosalyn.l.... |SatApr13 145201 E.. |«

OK ] Cancel

A Java Appletis displayed.
Select the CAC certificate and click the "OK' button.

Submit Cancel Help
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Wide Area Workflow

Change Authentication

As of WAWF release 5.4, all government users and government support contractors MUST use a Common Access Card or Software Certificate to logon to WAWF. WAWF uses a Java Applet for CAC Card and
Software Certificate logon and signing. Click the Help Button below for setup instructions for using the WAWF Java Applet. To associate the currently selected certificate with this account, click the "Submit”
button. To use a different certificate, click the Remove link then click the "Certificate Association™ button again and select the cerificate you wish to associate with this account.

Current User Authentication

Authentication Type User ID
User ID / Password cora_HAA150
s ~
New User Authentication
Authentication Type Valid From Date Valid To Date Subject Common Name Serial Number Actions
Common Access Card 2011/03/30 16:59:08 2014/03/30 16:59:08 CACI|.Tester40.9000040832 64C2 Remove
. /

Once the user selects their cerificate, the New User Authentication
section will be displayed with details on the certificate they have chosen.

The user can click the 'Remove’ link to remove this entry and change to
another certificate or they can click the "Submit’ button to associate this
certificate with their current account and continue login.

: Submiti| | Cancel | Help |
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Wide Area Workflow

User

Vendor

@ Documentation Lookup Logout

User ID : hJYQXytn

Welcome to Wide Area Workflow!
Please start by selecting one of the button links from the menu above.

Vendor and Vendor View Only roles will automatically be granted access to
EDA if they registered against a CAGE with no extension.

The EDA link will show up for all VWAWWF Vendors, as long as the Vendor has at
least one CAGE without an Extension.

Users A~

(2013-JAN-18) System: All Subject: Message For: Vendors

test

Testing WIT Issue 2653 SPR; View, Edit, or Delete System Messages

(2013-JAN-18) System: WAWF/EDA/CORT/BI Subject: WIT Issue Action Required! Critical! Message For: All Users

(2013-JAN-17) System: All Subject: Message For: All Users

Printer Friendl!

Logon Date: 2013/02/07 16:13:12 EST Last Accessed Date: 2013/02/07 16:13:12 EST
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Wide Area Workflow

User ID : EDIPI9000040847

Printer Friendl!

User

Administration Console | EDA Administration Console | EDA Documentation Lookup Logout

Pl

Welcome to Wide Area Workflow!
e start by selecting one of the button links from the menu above.

Vwhen an EDA Government or EDA Government Support Contractor
user with special roles (EDA Executive, EDA POC, EDA User Admin or
EDA PMO) privileges logs in, the 'EDA Administration Console' menu
link will be displayed.

pssage For: All Users A

(2013-JAN-18) System: All Subject: Message For: Government Users

test

Testing WIT Issue 2653 SPR; View, Edit, or Delete System Messages

(2013-JAN-18) System: WAWF/EDA/CORT/BI Subject: WIT Issue Action Required! Critical! Message For: All Users

(2013-JAN-17) System: All Subject: Message For: All Users

Logon Date: 2013/02/07 16:26:48 EST Last Accessed Date: 2013/02/07 16:26:49 EST
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Wide Area Workflow

User

Administration Console = EDA Administration Console | ED Documentation | Lookup Logout

EDA- Columbus
EDA - Ogden ide Area Workflow!
ing-one of the button links from the menu above.

Please startb

User ID : EDIPI9000040847

Governmeni

(2013-JAN-22

Testing new |

(2013-JAN-18

test

(2013-JAN-18

Testing WIT |

For Government roles, if the User |ID is registered for a role with EDA
access, an EDA link will be present.

Once the EDA - Columbus or EDA - Ogden link is selected, the OAuth
process will begin.

If the authorization is successful, a new window will open and the user will

be logged into the EDA system.

' i - For: All U
They will not need to re-enter their User ID/Password or certificate/CAC g ror e

to login to EDA.

(2013-JAN-17)

System: All Subject: Message For: All Users

Printer Friendl

Logon Date: 2013/02/07 16:26:48 EST Last Accessed Date: 2013/02/07 16:26:49 EST
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Wide Area Workflow

User ID : QQAcceptor
Printer Friendly

§gser Government Documentation Lookup Logout

| Profile Maintenance
Address Book

Maintenance =) e
@ole Maintenance Add Roles 4]1-,) )

Security Maintenance View |\ Edit Roles

It bV S¢ T( add an EDA user role to a WAWF Government/Government Support
Contractor user, cursor over the 'User' menu dropdown and 'Role
Maintenance menu dropdown, then click on the 'Add Roles' link.

Mobile Maintenance

Submit User Feedback

ernment and Government Support Contractor Messages

Group Administrator
e I3-JAN-22) System: All Subject: Test Action Required! Critical! Message For: All Users

User Preferences

Vendor Messages ting new WAWF 5.4 System Messages

Government
Messages I3-JAN-18) System: All Subject: Message For: Government Users

test

(2013-JAN-18) System: WAWF/EDA/CORT/BI Subject: WIT Issue Action Required! Critical! Message For: All Users

Testing WIT Issue 2653 SPR; View, Edit, or Delete System Messages

(2013-JAN-17) System: All Subject: Message For: All Users

Logon Date: 2013/02/07 16:49:55 EST Last Accessed Date: 2013/02/07 16:52:26 EST
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) User ID : QQAccept
Wide Area Workflow ser cceptor

Printer Friendl!

User Government Documentation Lookup Logout

Role Maintenance - Add Role

* Asterisk indicates required entry.

Government User Roles * (Add)
Administrative User Roles * (Add)

Business Intelligence Access User Roles * (Add)

CORT Tool User Roles * (Add)

/'EDA User Type * (Add) ]-
\_

Click the "Add' link next to the EDA User Type to add
an EDA user role.

By clicking the " Submit" button below, you agree to the Information System User Agreement.

| Submit | [ Help ]

Logon Date: 2013/02/07 16:49:55 EST Last Accessed Date: 2013/02/07 16:52:52 EST
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) User ID : QQAccept
Wide Area Workflow ser cceptor

Printer Friendl!

User Government Documentation Lookup Logout

Role Maintenance - Add Role

* Asterisk indicates required entry.

Government User Roles * (Add)

Administrative User Roles * (Add)

Business Intelligence Access User Roles * (Add)
CORT Tool User Roles * (Add)

/EDA User Type * (Edit)
Role Command / Service / Agency Supervisor Comments? Attachments? Actions

EDA Government American Forces Info Services (AFIS) Tony Moore N N Delete
-

If the user type is EDA Government, then the Command/ServicefAgency
column is displayed as well as their Supervisor and if they have added
commentsfattachments.

Click the "Submit' button to add this EDA user type.

By clicking the " Submit" button below, you agree to the Information System User Agreement.

Logon Date: 2013/02/07 16:49:55 EST Last Accessed Date: 2013/02/07 16:54:27 EST
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) User ID : QQAccept
Wide Area Workflow ser cceptor

Printer Friendl!

User Government Documentation Lookup Logout

Role Maintenance - Add Roles

/You have successfully added roles to your user
N

Once the user clicks on the "Submit' button, a success message will be
displayed indicating the role has been added to the user.

The WAWEF Help Administrator/Systern Administrator and EDA User
Administrator/POC/Executive are able to activate/deactivate EDA roles.

Logon Date: 2013/02/07 16:49:55 EST Last Accessed Date: 2013/02/07 16:54:45 EST
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WAWF Administration Console

Group User Role Location Document Tables History Reports Standard Web SYSUID Misc. Exploder Portal CORT Exit

User Administration

* UserInformation

+ User Deletion

* Reset Password The WAWF System Administrator (SAM) / Group Administrator (GAM) / Help
(" + Reset Cetificate )- Administrator (HAM) and EDA User Administrator / Executive / POC are able
- to reset a user's certificate.

If the User being reset is a Government or Government Support Contractor,
they will be allowed access to WAWFE using a User Id/Password for the number
of days specified in the System Properties table.




WAWF Administration Console

Group User Role Location Document Tables History Reports Standard Web SYSUID Misc. Exploder Portal CORT Exit

Reset Certificate
v

vcora HAA150
k —

*Asterisk indicates required field.

ser ID* (case sensitive)

Search for user information. Enter the 'User Id' then click the 'Submit’ link.

/Subm' WRetum
- _{!ff}’

To reset a user's certificate, enter the User ID of the certificate in the text field
and click on the 'Submit' button.




WAWF Administration Console

Group User Role Location Document Tables History Reports Standard Web SYSUID Misc. Exploder Portal CORT Exit

Reset Certificate
User D First Name Last Name
Email Address Commercial Phone DSN Phone

Title Organization Rank/Grade

Password Security Question 1 . o
If resetting the certificate for a Government or Government Support Contractor,

comments are required.

Password Security Answer 1

/.

Comments*:

Click the 'Submit’ link to reset the certificate or click the 'Return’ link to return to the previous page.

Submit Return




WAWF Administration Console

Group User Role Location Document Tables History Reports Standard Web SYSUID Misc. Exploder Portal CORT Exit

Reset Certificate
User D First N\ame Last Name
Email Address Commercial Phone DSN Phone
Title Organization Rank/Grade

Password Security Question 1 o o ' '
After reviewing the user's profile information, enter comments and click on the

'Submit' link.

Password Security Answer 1

User requires temporary access to system while CAC Cert Issue is being worked
Comments*: by Agency Helpdesk.

Click the 'Submit’ link to reset the certificate or click the 'Return’ link to return to the previous page.

(" .
Submjit | Return
-




WAWF Administration Console

Group User Role Location Document Tables History Reports Standard Web SYSUID Misc. Exploder Portal CORT Exit

Reset Certificate
User D First N\ame Last Name
Email Address Commercial Phone DSN Phone
Title Organization Rank/Grade

Password Security Question 1 o '
If the certificate is reset for a Government or Government Support Contractor, a

new one time password will be generated for the User ID. This User
ID/Password  will only be available for the time specified in the
'OptionalCertDays' field of the Systems Property table.

Password Security Answer 1

User requires temporary access to system while CAC Cert Issue is being worked
Comments*: by Agency Helpdesk.

Click the 'Submit’ link to reset the certificate or click the 'Return’ link to return to the previous page.

Submit Return

s

« SUCCESS: The certificate has been reset. The new one time password is: 65Nx4qS97. This password should be transferred via phone and/or secure fax ONLY. The one time password should NO

be emailed and should ONLY be given AFTER the user has been authenticated. An email has been sentto cora_HAA150 to inform them of the password change. The user will be able to login with
Userld/Password until 02/22/2013

-




WAWF Administration Console

Group User Role Location Document Tables History Reports Standard Web SYSUID Misc. Exploder | Portal | CORT Exit

Portal Administration

\- Systems Administration
+« ERP CAGE Administration

EDA uses the current OAuth process used by the Portal for ERP
Systems.

Only the WAWF PMO and SAM have access to this 'Systems
Administration' link.




WAWF Administration Console

Group User Role Location Document Tables History Reports

The WAWEF PMO or SAM clicks the 'Add' link to add the EDA system.

Systems Administration

Portal functionality can be enabled/disabled from System Properties via the P2PPortalEnabled property.

The portal is currently Enabled

OAuth Client ID Redirect URI Actions (Add)

1 DAl daiclient https://onestopsoa.dai.csd.disa.mil/oneStopDAl/daionestoprouter View | Edit | Delete

Click 'Return’ to return to the menu.

Return



WAWF Administration Console

Group User Role Location Document Tables History Reports Standard Web SYSUID Misc. Exploder Portal CORT Exit

Systems - Add

System *
EDA

OAuth Client ID *

:edaclient

Password * Confirm Password *
j........... :...........
Redirect URI *

http://eda. ogden. disa. milfoauth

Use ERP Cages? *

=
| | YWhen adding a new systemn, System name, OAuth Client 1D, and
Pay DoDAACS Password are required.

DoDAAC Organization ERPLIink Action

The Redirect URI is used for Oauth authentication and is also required.

¥YWhen setting up the EDA system, the Pay DoDAACSs portion of sign
up does not need to be done.

Password Rules
 Minimum 8 characters

= Must contain at least 1 capital letter = Cannot contain consecutive characters (abc or cha)
= Must contain at least 1 lower case letter = Cannot contain repeating characters (aa, hb, etc)
* Must contain at least 1 number = Cannot contain the same character more than twice

Must contain atleast 1 special character

Click 'Submit'to add the system. Click 'Add' in Pay DoDAACSs section to assign pay DoDAACS to an ERP. Click 'Return’to return to the Systems page.
Submit Return




Wide Area Workflow

Home

Registration

User Authentication Type >> Data Capture >> Registration Success

* Asterisk indicates required entry.

Note: A security clearance is NOT required to access Wide Area Workflow, Electronic Document Access, Business Intelligence Tool, or Contract Officer Representative Tracking Tool.

What is your user type? *

® Government
O Government Support Contractor
O Vendor

This concludes the overview of ECPO709, WAWTEF f EDA f CORT Tool Single Administration.

What systems will you be using? * (You must check at least one) true

WAWF (Wide Area Workflow)

EDA (Electronic Document Access)

CORT Tool (Contracting Officer Representative Tracking Tool)
Business Intelligence Tool

How will you be accessing these systems? *

O User ID \ Password
® Common Access Card
O Software Certificate

Next | Help
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