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	Intro

	


Welcome to Wide Area Workflow e-Business Suite.  
This demonstration contains audio narrative.  Please adjust your volume accordingly.


	Scene 2

	


This presentation is an overview of ECP0908, CDR Registration. 

The current EDA registration process will be modified to accommodate location codes for the new CDR application.

The Register button is clicked.





	Scene 3

	


The user clicks the Agree button for the Privacy Act Statement page.

	Scene 4

	


The user selects Government or Government Support Contractor from the dropdown and clicks the checkbox for EDA.





	Scene 5

	


The User Profile page is displayed.  Once the required fields are complete, click the Next button.

	Scene 6

	


The Additional Profile Information page is displayed.  Once the required fields are complete, click the Next button at the bottom of the page.





	Scene 7

	


Click the EDA Role link.

	Scene 8

	


The EDA Roles page is displayed.  The user scrolls down to the bottom of the page.





	Scene 9

	


The user will have view only access to the CDR module residing in Wide Area Workflow e-Business Suite if they have been approved for Contracts or Contract Deficiency Reports in the Access To section of EDA Registration, Add Roles or View/Edit Roles.  The user can only process and/or create Contract Deficiency Reports if they have at least one active CDR Role.

	Scene 10

	


Users may add additional roles by entering a DoDAAC, selecting a DoDAAC Type from the dropdown and clicking the Add button.





	Scene 11

	


The Justification field is also required.

	Scene 12

	


Existing Roles and Statuses will be displayed.  If the user adds a new DoDAAC/DoDAAC Type combination, then they can delete if prior to submitting their changes.





	Scene 13

	


The user clicks the Save button to continue the registration process.

	Scene 14

	


The user selects  how they will be accessing the application from the dropdown.





	Scene 15

	


Next a User ID and Password is selected.

	Scene 16

	


Security questions and answers are then chosen.





	Scene 17

	


The Statement of Accountability page is displayed.

	Scene 18

	


The user enters a Government Organization and clicks the Signature button.





	Scene 19

	


Enter your password.

	Scene 20

	


A Successful Registration message will display.





	Scene 21

	


Your Supervisor will be notified by email.  The Supervisor can then Approve or Reject the requested role or roles.

	End

	


[bookmark: _GoBack]This concludes our demonstration.
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